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ABSTRACT

The purpose of this paper is to specify the standards, and the benefits of e-government, as well as to show the gap that presently exists between e-information, e-consultation and e-decision-making.  We also show a number of essential issues for a successful e-government implementation.  The paper also presents a set of factors that shows the effectiveness and restrictions of the e-government and its different aspects. These factors were derived from a comprehensive revision of previous studies and literature in the subject of e-government.      

1. Introduction

Electronic Government, or E-Government and its many synonyms, has been on the international agenda for several years. Since the late 1990s, governments at all levels have launched E-Government projects in order to provide electronic information and services to citizens and businesses [1]. Each government focuses on achieving high effectiveness in its provision of services to its citizens and also on exchanging information between its departments and institutions in a short time and in an easy way.

2. What is Electronic Government

E-government means "Government initiatives helping local authorities to provide planning services online, i.e., accessible via the internet and email.  For example, the Planning Portal website"[1] depends on diverse expectations within its strategies , like achieving financial cost-benefits, restructuring administrations , delivering services to citizens, or providing a remedy for previous policy failures. Information and communication technologies (ICT) are closely linked to the process of modernization and hence, globalization is closely related to e-government and ITC. Another definition of e-government was :“E-government refers to the use of information and communication technologies (ICT) - such as Wide Area Networks, the Internet, and mobile computing - by government agencies"[2]. 
3. E-government Standards:

The most important benefits anticipated from the application of e-government are:

i) increasing efficiency and effectiveness of processes and procedures within the governmental sector through facilitating and accelerating the delivery of services where the public will be able to complete all their transactions  with government departments via internet

ii) the development of service quality and reduce errors, increase the speed of response, and provide timeliness services and information via internet and streamline procedures that would reduce costs and increase the demand for jobs and services required by the new system. This will consequently help attract more skills and expertise to the organizations, in addition to attracting companies operating in the area of advanced technology. 
In order to satisfy all of these we need technical policies and specifications for achieving interoperability, security and information systems coherence across the public sector [3, 4, and 5].

The world average of the global e-government index continues to increase as more countries invest resources in developing websites that are informative. Most countries have e-information on policies, laws and an archive section on their portals/websites. The gap between e-information, e-consultation and e-decision-making is still wide for developing and developed countries. In 2008 e-government readiness rankings is shown in figure1. The European countries make up 70 percent of the top 35 countries while the Asian countries make up 20 percent of the top 35 and the North American and Oceania regions 5 per cent. The European countries as a group have invested heavily in deploying broadband infrastructure, coupled with an increase in the implementation of e-government applications for their citizens. Yet, according to the ITU, the European countries make up nine of the top ten countries in broadband subscribers per hundred, with Denmark, the Netherlands and Iceland being the top three countries [5].
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Figure1: Regional average of e-government Readiness

It is worth noting that in this 2008 Survey, there are no countries in the top 35 from the Arab region. Jordan comes with rank 50 with e-government readiness index 0.5480. It should also be noted that Bahrain, Jordan, Qatar, Kuwait and Saudi Arabia improved significantly since the 2005 survey as shown in table1. On average these countries improved 14 positions, with Jordan and Kuwait leading the way, each moving up 18 positions
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Table1: E-Government Readiness for Western Asia

There is no unified model for e-government and there is no universal standard for e-government readiness. Each society has its own e-government program based on its objectives, sectors, priorities, as well as resources which in turn, depends on budgets, donors…etc[4]. In general, any e-government model must satisfy a number of essential issues for a successful e-government implementation:

1. Security: The issue of security is one of the most essential elements of a successful e-government implementation [6]. The requirement is a standard for project insurance, and cooperation with all the different agencies, particularly the national security, as encryption systems should be developed especially for safety, even if the breach is difficult to penetrate the system with the use firewall, as well as viruses.

2. Individual privacy and confidentiality: To achieve comprehensive protection for privacy and confidentiality of individuals, provisions of the Privacy Act and Privacy Commissioner codes of practice must be applied and access restrictions must define authorized users.  In addition, unrestricted access to scan data without supplying identifiers associated with a particular user must be prevented. While there may be a legitimate need for this type of facility, access rules must be applied to prevent unauthorized 'fishing' for personal information [7]. Clearly there are significant privacy and data protection concerns in the storage of such information. However, profiles form part of the description of a person. In some cases, a personal profile will be inherited from the profiles of the groups of which that person is a member [4].
3. Trust: This property is the most important aspect of e-government. Without trust, citizens will not go into portals, will not answer questionnaires, and as a consequence will not participate in e-government. If someone doesn’t believe that his/her perspectives are being seriously considered, or that the government is just provide a service to them, then their future participation will be lost for a very long time if not forever. As a result, government will have to make tremendous investment to regain that trust. [8].

4. Commercial sensitivity: To protect legitimate commercial interests, agencies will develop and maintain guidelines to determine which types and instances of data and documents contain commercially sensitive material. In addition, access restrictions must define authorized user groups and the period for which the constraints apply.
5. Equity of access: Each organization must develop a strategy and an implementation plan to deliver equity of access to data and documents within the organization, between the organization itself and other organizations, and for the citizens. Equity of access differs from equality of access [7].

6. Efficiency and effectiveness: E-government strategies and implementation plans must take attention of the connection between ICT applications, optimization of government operations and achievement of important social development. 

7. Documentation: Strategic action should be made to document all information. Governments must provide the necessary information to its citizens via the Internet. Here there might be a problem of the lack of an effective documentation system which places the entire government document on time.  It is therefore dangerous to start building the e-government before the completion of all the documentation for all models of government electronically.

8. Infrastructure: Building societies require the establishment of an interactive medium on the Internet and other means to activate communication between governmental institutions, citizens, and suppliers. Information must be provided directly on the status of any commercial operation, in addition to the use of video conferencing to facilitate communication between the citizens and the public servants.

9. Putting the citizen first: E-government can transform governments by making them more accessible to its citizens. There are a number of issues that determine the relationship between government and its citizens [8].

· Simplifying delivery of services to the citizens

· Providing greater access to information online, of course without violating confidentiality and privacy standards

· Increasing the accountability of government to its citizens by making it more transparent

· Providing resources where society can benefit to a greater extent

· Simplifying government’s business processes and reducing bureaucracy

· Reducing fraud that exist in many governments

· Promoting people-centre dialogue that allows the public to interact with policy and decision makers, and let that decision makers listen to its e-citizens

5. Factors affecting the success of e-government (how well e-government meet the expectations)

The factors affecting success or failure of e-government have been widely discussed by several researches. Below is a review of the most important reaches and their findings:
1.  The problem that often arises with developing countries is that there is frequently a mismatch between the current and future systems, due to the large gap in the physical, cultural, economic, and various other contexts between the software designers and the place it is being implemented [9]: 
· Lack of training schemes and qualified staff.
· Lack of change in management efforts

· Lack of educating citizens about the value and benefits of e-government

· High turnover rates of government IT staff because of uncompetitive payment and employment conditions
· Lack of public sector s kills
· Large design-reality gaps

· Weak infrastructure
· Large gap between the skilled leaders who can afford technology, and the unskillful poor who can not afford it.
2. Gap between developed and under-developed countries and the researchers recommend finding a comprehensive policy for overcoming that gap. The categorization of study variables required to the success e-government was [10]:
· Information Dissemination, means and methods.

· Two-way communication, the nature of the relationship.

· Services that will be available to the citizen or any stakeholder.

· Integration.

· Political participation. To what extend the citizens will be involved in the political matters, and how it would affect it.

· Security, how secure transactions will be.

· Usability, how usable (easy to use) will the transactions will be, and if it is user friendly or not. 

3. Four distinct stages are required in the launching of the e-government [11].     

Posting information: Enhance the telecommunications infrastructure and increase the number of landlines and mobiles, reduce the costs of telecommunications, Encourage or subsidize the costs of PCs, Ensure universal access by improving access in Public institutions–libraries .
Two-way communication system: Make data available, Fund training
Exchange of value: Reform the public sector, Ensure financial security.
Integrated service & exchange: Enhance the delivery & distribution system, build security

4. E-government benchmarking means undertaking a review of comparative performance of e-government between nations or agencies concentrated on citizens as receivers of e-government services (G2C) and focused on [12]:

· (G2B) government to business.

· (G2G) government to government – the interrelationship between different governmental departments.

5. General framework model for E-Government Readiness Assessment by analyzing related literature, and then recommends a set of basic factors [13]:

Organizational Readiness: Do the organizations ready for e-government?

Governance and leadership Readiness: strong leadership to lead the project 

Competency Readiness: do people ready for use e-government?

Technology Readiness: high technology Legal Readiness

6. E-government should embrace an agenda much more ambitious than re-inventing the government in the form of a business enterprise [14]. 
7. Interaction between government and civilians from a political point of view and how this relationship was affected by the new developments and the presentation of e-government concept.  Changes in communities and their characteristics will power the governance processes to give steadiness and consistency to community life[15].
8. E-government project touched from a project management point of view, viewing and explaining the probable risks linked with such projects (a system analyst point of view) [16]. 
9. List of elements as critical success factors for any e-government strategy Political (climate of urgency, top-level support, and stakeholder demands), Technical /Economic (network infrastructure, computer availability and use), Legal (privacy law, security law, and trust in government)[17].      
10. Importance of benchmarking, best practices and actions for local e-government, and key basics of a thriving local e-government project, through four dimensions [18]: 

E-service: Services delivered electronically by the government over the web.

E-management: Improve the governmental management by using the means of IT and ICT.

E-democracy: The use of electronic communication methods.

E-commerce: buying and selling products and services online using internet.

11. Increasing demands for high security of public information in the case of digital government applications [19]. Improving efficiency of administrative processes: Reliable, more accurate, no data costs. Increasing transparency: All information must be available 

Improving services Decreasing corruption: The system will do exactly the rules Contributing to revenue growth and/or cost reductions: The citizens will feel comfortable with the e-services online (fast and clear) .Helping trust building between governments and citizens .Achieving specific policy outcomes, and contributing to economic policy objectives,

12. Low-cost technology is a catalyst for change, but still it does not guarantee that the poor will make meaningful use of ICT
4. Conclusion:

This paper viewed many previous studies and researches about standards and factors in E-government. Take all the aspects and all the sides of the E-government program by discussing definitions of the E-government, standards critical success factors. Each country should take in consideration all of these aspects, and work on improving it in such a way, that will lead to better planning and monitoring procedures , good train for the human resources and Setting indicators to measure the success and effectiveness of the e-government program
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